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This form effective October 17, 2023 

 
Section 1: General Information 

 
Protocol Title: Effects of Price Transparency on Private Equity Acquisitions and Healthcare Prices: 
Evidence from Physician Groups and Outpatient Practices 
 
Section 2: Key Study Personnel 

 
Principal Investigator 
 
Identify one Principal Investigator (PI) on this project and sign below. 
 

• This person is responsible for the overall conduct of the research. For all students, fellows, and 
post-docs, this is your faculty advisor 
 

• If you have more than one PI, only choose one 
 

• By signing, the PI certifies to the following: 
o I have read and approved the protocol. 
o I will conduct this study as described in the approved protocol.  
o I assume responsibility for ensuring that my advisees are aware of the responsibilities as 

researchers 
o I will not begin the research until written approval is secured from the IRB.  Note: Approval 

will not be provided unless certification to conduct research with human subjects for each 
researcher named on the protocol is current. 

o If any changes are anticipated, I will submit a Request to Amend an Approved Protocol, and 
I will not implement the changes until I receive approval from the IRB.  

o I ensure that the IRB will be immediately notified in the event of unanticipated risks to 
participants, protocol deviations, or findings during the study that would affect the risks of 
participation. 

 
Name: Kate Bundorf Department or School:  

School of Public Policy 
E-mail Address: kate.bundorf@duke.edu  NetID: mkb87 
☒ Faculty Advisor ☐ Faculty Researcher ☐ Staff  ☐ Other: Click or tap here to 
enter text. 
  

Date: 7/10/2024 

https://research.duke.edu/policy/required-training/
https://research.duke.edu/campusirb/forms/
https://research.duke.edu/policy/reporting-problems/
https://research.duke.edu/policy/reporting-problems/
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Signature:  
 
 
Duke Research Team 
 
Please list the other Duke members of the research team AND indicate their role on the project. Do not 
list non-Duke researchers. These team members can be added in a later section. 
 
Feel free to copy and paste, or delete the blocks as necessary. 
 
All signatories agree to the following: 
 

• By signing, the PI certifies to the following: 
o I have read and approved the protocol. 
o I will conduct this study as described in the approved protocol.  
o I assume responsibility for ensuring that my advisees are aware of the responsibilities as 

researchers 
o I will not begin the research until written approval is secured from the IRB.  Note: Approval 

will not be provided unless certification to conduct research with human subjects for each 
researcher named on the protocol is current. 

o If any changes are anticipated, I will submit a Request to Amend an Approved Protocol, and 
I will not implement the changes until I receive approval from the IRB.  

o I ensure that the IRB will be immediately notified in the event of unanticipated risks to 
participants, protocol deviations, or findings during the study that would affect the risks of 
participation. 

 
Name: Christopher Behrer Department or School:  

School of Public Policy 
E-mail Address: christopher.behrer@duke.edu  NetID: cb431 
☐ Faculty ☐ Undergraduate ☒ Graduate student ☐ Postdoc ☐ Research associate 
☐ Other: Click or tap here to enter text. 

Signature:  
 
Date: 7/10/2024 

 
 
  

https://research.duke.edu/policy/required-training/
https://research.duke.edu/campusirb/forms/
https://research.duke.edu/policy/reporting-problems/
https://research.duke.edu/policy/reporting-problems/
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If there are more members of the research team, copy and paste the researcher information and 
signature block as needed. 
 
Other Study Contacts 
 
If there are additional personnel (e.g. a departmental staff member) who assist in protocol preparation 
and record keeping, and would like to be copied on correspondence from the IRB, please add them here. 
 

Name: Click or tap here to enter text. 
E-mail Address: Click or tap here to enter text. 
NetID: Click or tap here to enter text. 
Type of Correspondence: 

☐ Approval and Reminder Notices 
☐ All correspondence related to the submission, including feedback 

 
 
 
IRB USE ONLY 
This section is to be completed by IRB staff or IRB members only. 
   

 

APPROVED as  Exempt  x Expedited or   Full 

 
7/23/24 

 IRB Designee or  IRB Member Date 
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Section 3: Departmental & Institutional Affiliations 
 
3.1 Identify the department, institute, or center that you consider the home of the study. 

 
Sanford School of Public Policy 

 
3.2 Will you be collaborating with researcher(s) at other institution(s)? 
 

☐ Yes  ☒ No 
If NO, click the  to close this section and hide questions specific to collaborating with 
researchers at other institutions. 

 
 
 
 
 
Section 4: Funding Sources and Conflict of Interest 

 
4.1 Please identify your funding source(s): 
 

The Robert Wood Johnson Foundation Health Data for Action grant provides the data 
access but no monetary funding. 

 
4.2 Are any of the above funding source(s) a U.S. Federal Agency or Department? 
 

☐ Yes  ☒ No 
If YES, please append the grant application to this protocol request. The budget information can be 
omitted. 

 
4.3 Are any of the above funding source(s) a component of the Department of Defense? 
 

☐ Yes  ☒ No 
If YES, please complete and append the DOD attachments to this protocol request. 

 
4.4 Do you have an outside interest (financial or otherwise) that is in any way related to this 

study? 
 
☐ Yes  ☒ No 
 

If YES, please explain.  
 

n/a 
 

https://research.duke.edu/campusirb/forms/
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Section 5: Research Question 

 
5.1 What is your research question or the purpose of your research? 

 
I propose to use Transparency in Coverage Data and the Colorado All Payer Claims 
Database (APCD) outpatient claims to investigate how private equity (PE) acquisitions of 
physician groups changed following federal price transparency regulations. I will study PE 
acquisitions before and after the Center for Medicare and Medicaid Services (CMS) 
Transparency in Coverage Rule (“price transparency”) and investigate five related 
questions: 
1) Did the number or size of PE acquisitions of physician practices change after price 
transparency? 
2) After price transparency, were PE acquisitions of physician practices concentrated 
among low priced providers? 
3) How did prices of acquired practices change following acquisition? 
4) In Colorado, did PE acquisitions of physician practices become more concentrated 
among low priced providers after price transparency? 
5) In Colorado, did price changes after PE acquisition change from before to after price 
transparency? 

 
5.2 Provide background information about the research that will help the reviewer 

understand your project. Avoid discipline-specific jargon. 
 

Private equity (PE) firms are investment partnerships which buy and manage companies, 
seeking to improve the value of the company via management or other changes, and then 
resell the company. PE firms have recently acquired large numbers of physician practices 
in the United States. The U.S. federal government also recently passed regulations 
requiring health insurance companies to post the prices that they have negotiated with all 
medical providers – including physician practices. This price information may allow PE 
firms to more easily identify physician practices that are charging low prices. PE firms 
may be especially interested in buying these practices because they may be able to increase 
the low prices to levels more similar to average prices in the relevant market. This project 
seeks to determine whether this occurred.  

 
 
Section 6: Secondary Data 

 
Research involving the study of existing data may include individual records (e.g., academic, 
medical, financial), data sets, interview notes, biospecimens, online profiles and posts (e.g., social 
media), and audio- or video-recordings. These data could be available for purposes other than 
research, and may be provided with or without direct or indirect identifiers, including a key. 
 

https://research.duke.edu/policy/analysis-existing-data/
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6.1 Will any of your data be provided by the North Carolina Educational Research Data 
Center (NCERDC)? 
 
☐ Yes  ☒ No 
If YES, append all the completed NCERDC forms to this protocol. 
 

6.2 Do any of these existing data include (check all that apply): 
 

☐ Medical records provided by Duke Health (clinic, department, or facility) 
☒ Medical records provided by a non-Duke entity 
☐ Academic records 
☐ Financial, credit, income, banking 
☐ Data provided by a component of the DOD (Department of Defense) 
☐ Specimens or biological samples from humans or animals   
☐ None of the above 
 

6.3 Identify the datasets and the individuals and/or organizations providing the existing data. 
Include the estimated number of records you will receive in each set. 
 

Health insurance claims and patient eligibility file from the Colorado All Payer Claims 
Database, 600 million observations, Center for Improving Value in Health Care (CIVHC).  
 
Publicly posted prices negotiated by insurance companies and required to be posted by 
Transparency in Coverage regulation. Hundreds of millions of observations. Serif Health. 

 
6.4 Describe the variables included in the existing datasets. The description should include any 

direct identifiers (names, email addresses, images, or home addresses) and/or indirect identifiers 
(data points that, when combined, would allow someone to deduce the identity of the 
participants). 
 
Variables broadly describe medical facilities, providers, patients, services and insurance 
plans. Specifically, variables include type, name, and location of facilities and type, name, 
work location, and national (DEA/Medicare) identifiers of providers. Patient variables 
include a member ID variable (indirect identifier linked to name), age, zip-code, race, 
ethnicity, gender, and diagnosis codes that describe various health conditions of the 
patient, and employer identification number. Variables describing services include type of 
service, date of services, cost, and payment. Insurance plan variables include plan types 
and insurance company. 

 
6.5 Do you plan to connect or merge the existing data with the data you are collecting? 
  

☒ Yes  ☐ No 

 I will collect dates of acquisitions of physician practices by PE firms and link these 
acquisitions to the claims data.   
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6.6 Describe the process or mechanism to obtain the existing data. For example, you may need 

to create an account, register a study, submit an application, or enter into an agreement (e.g., a 
data use agreement or DUA). The process or mechanism could also include a personal 
arrangement with a colleague to provide you with the data. Data are considered “public” if they 
are readily available for research purposes without making a formal request. That is, anybody 
can download the data with a simple click from an open, public-facing website without signing 
any kind of agreement. If your data are public, provide information about how they are 
obtained. 
 
To access the data, I will submit an application and data management plan, and enter into a 
Data Use Agreement (DUA) with the Center for Improving Value in Health Care 
(CIVHC). The application is included in Appendix A, and the DUA that Duke has 
previously signed with CIVHC for another of my projects is included in Appendix B. 
Appendix C provides documentation that both Duke and CIVHC are willing to use the 
same DUA for this Project.  

Include in the Appendices any documentation that explain or describe the process or mechanism for 
obtaining the data. Documentation may include an agreement, copies of confirmation emails from the 
data provider, or screenshots of a completed online data request application. 

 
Important items to note: 
• If the mechanism to obtain the data specifies requirements for how Duke must securely 

store or protect the data, the data meet Duke’s “sensitive” data classification standard. 
The “Sensitive” Data Classification questions (Section 7) must be completed. 

• If the mechanism to obtain the data requires an institutional signature, researchers may 
not sign on behalf of the university. 

 
6.7 Describe how Duke will receive the existing data. For example, Duke researchers may 

need to download the data via a secure FTP service. If data will not be transferred to Duke 
please explain. For example, a data provider may require that Duke researchers remote into 
their internal servers to access the data. 

 
Data will be downloaded from a secure portal to the Protected Network (PN) for 
Research, as it was for my prior project with data from the same source. 

 

https://security.duke.edu/policies-procedures-and-standards/data-security/data-classification-standard/
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6.8 Who will have access to the existing data? If any non-Duke researchers will have 
access to the data, please identify them, and describe how they plan to access the data. 
  
Christopher Behrer, PhD student.  

 
6.9 Where will the existing data be stored when they are “at rest” (i.e., not in use)? 

 
All identifiable data for this project will be stored on the Protected Network (PN) for 
Research, operated by Duke University Office of Information Technology (OIT). 

Please review the Developing Data Protection Plans guide for a list of best practices and 
recommendations from the IT Security Office (ITSO). Note: Duke University has determined that 
the use of non-Duke cloud services, like Google Drive, Apple iCloud, and DropBox are not approved 
for official Duke use. 

 
6.10 Where will the existing data be analyzed? 

 
All identifiable data for this project will be analyzed on a virtual machine on the 
Protected Network (PN) for Research.  

Please review the Developing Data Protection Plans guide for a list of best practices and 
recommendations from the IT Security Office (ITSO). Note: Duke University has determined that 
the use of non-Duke cloud services, like Google Drive, Apple iCloud, and DropBox are not approved 
for official Duke use. 

 
6.11 Will the existing data, as described in 6.4 (above), include any identifying information, 

either direct or indirect? 
 

☒ Yes  ☐ No 
 
6.12 If the existing data includes any identifying information (direct or indirect), will the 

identifiers be removed from before or after you receive them? 
 

☐ Yes  ☒ No  ☐ N/A  - data do not include identifiers 
 

https://research.duke.edu/resource/developing-data-protection-plans/
https://security.duke.edu/policies/duke-services-and-data-classification
https://research.duke.edu/resource/developing-data-protection-plans/
https://security.duke.edu/policies/duke-services-and-data-classification
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If YES, describe the process for removing the identifiers, including when they will be 
removed and by whom. In some cases, a third-party may be required to remove identifiers 
from the data. 
 
N/A 

 
If NO, explain why the identifiers will not be removed. 

 
Indirect identifiable information patient information includes the member ID, a de-
identified variable constructed by the data source. Patient names are removed from 
the data before I receive them. The member ID and other indirect identifiers (age, 
gender, zip-code) are necessary for the analysis. 

 
6.13 Would an inadvertent release of identifying data place individuals at risk of harm? 

 
☒ Yes  ☐ No 

 
Please elaborate. For example, explain why you are confident they are no risks, or if risks 
are possible, describe the risks and how they may be mitigated. 

 
The data are medical claims, so the risk to individuals is a potential breach of 
confidentiality. I will mitigate these risks by storing the data on Duke’s Protected 
Network (PN). 

If an inadvertent release of identifying data may place individuals at risk of harm your data meet 
Duke’s sensitive data classification. Please complete Section 15. 

 
6.14 Do any of your data providers require that the data be returned or destroyed after you 

have completed your analysis? 
 

☒ Yes  ☐ No 
 

If YES, by what date will your data be returned or destroyed? 
06/30/2026 

 
6.15 Please indicate whether your research requires that you re-consent participants for the 

secondary use of their data. If you must re-consent participants, please explain how 
participants will be re-consented and include the consent process in the Appendices. 

 
My research does not require that I re-consent participants. 
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Section 7: Sensitive Data Classification 
 
This section should be completed if your study involves the collection or storage of data that meet 
Duke’s “sensitive” data classification standard. Data are considered “sensitive” if an of an 
inadvertent disclosure of the data would pose risk of harm to participants or Duke is required to 
protect the data. Data are also considered “sensitive” if participants include minors and children. 
 

• If an accidental release of the data will place participants at risk of harm, the data are 
classified as sensitive. 

• If a data mechanism specifies how Duke must be securely store or protect the data, the data 
are classified as sensitive. 

• If research participants include minors or children, the data are classified as sensitive. 
 
Research oversight offices apart from the Campus IRB may need to conduct an ancillary 
review before the IRB can issue a protocol approval. Campus IRB staff will notify you in the 
event your research must undergo an ancillary review. 
 
7.1 Do your data meet Duke’s “sensitive” data classification? Data are considered 

“sensitive” if an accidental release of the data will place participants at risk of harm, if a 
data mechanism specifies how Duke must securely store or protect the data, or participants 
include minors or children. 

 
☒ Yes  ☐ No 
If NO, click the  to close this section and hide questions specific to data that meet 
Duke’s sensitive data classification. 

 
7.2 Identify the individuals who will have access to the data and describe their role in the 

project. If non-Duke individuals will also have access to the data, please clarify whether 
data access will be on their local storage or if they will remote in to a Duke server. 

 
Christopher Behrer, MD/PhD student will have access to the data. He will conduct all 
analyses on virtual machine on the Duke Protected Network. 
 
Kate Bundorf is a Duke faculty member and one of Christopher Behrer’s dissertation 
committee members. She will not have direct access to the data, but will be shown de-
identified, aggregate results. 

 
7.3 Sensitive data must be stored securely. Select the ITSO-approved environment where 

you will store the data. 
 

☐ Duke’s Box 
☐ Duke's Microsoft OneDrive 
☐ Duke's Qualtrics 
☐ Duke's Zoom 

https://security.duke.edu/policies-procedures-and-standards/data-security/data-classification-standard/
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☒ Duke University Protected Network (“PN”) for Research 
 

If data will not be stored on an ITSO-approved environment (above), where will they 
be stored? Be specific. 

 
Data will be stored on the PN for Research, an ITSO approved environment.  

Duke University has determined that the use of non-Duke cloud services, like Google Drive, Apple 
iCloud, and DropBox are not approved for official Duke use. 

 
7.4 Sensitive data must be analyzed in a secure environment. Select the ITSO-approved 

environment where you will analyze the data. 
☒ Duke University Protected Network (“PN”) for Research 
☐ Data provider enclave (please specify: Click or tap here to enter text.) 
☐ Duke managed machine 

 
If data will not be analyzed on an ITSO-approved environment (above), where will 
they be analyzed? Be specific. 

 
Data will be analyzed on the PN for Research, an ITSO approved environment.  

Duke University has determined that the use of non-Duke cloud services, like Google Drive, Apple 
iCloud, and DropBox are not approved for official Duke use. 
 

7.5 Describe the devices (laptops, tablets, mobile phones, etc.) that will be used to collect, 
transfer, store, and/or analyze data. 

 
Resources in the PN are technically configured and regularly maintained to comply 
with the University IT Security Office (ITSO) Server security standard and the 
ITSO Log standard. Network access to the infrastructure is over encrypted channels 
and all connections are logged. A valid Duke NetID and enrollment in Duke’s 
multifactor authentication are required for access. Users must meet password 
strength requirements for accounts and personal computers according to Duke 
security guidelines. 
 
The laptop that will be used to access the data was issued to Christopher Behrer by 
Duke Medical School and meets ITSO minimum security standards. 

 

https://security.duke.edu/policies/duke-services-and-data-classification
https://security.duke.edu/policies/duke-services-and-data-classification
https://security.duke.edu/policies/duke-services-and-data-classification
https://security.duke.edu/policies/duke-services-and-data-classification
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7.6 Describe how the devices identified in 15.5 (above) will be protected.  
 

The laptop is password protected and two-factor authentication is required to access 
the PN for Research.  

IT Security (ITSO) has identified minimum security standards that include encryption of the mobile 
device or laptop, application of security patches, installation and regular updates of antivirus, and a 
password-protected screensaver. 
 

7.7 Who is your departmental or unit IT contact? 
 

Research Computing IT Support (rescomputing@duke.edu) 
 

7.8 Who is responsible for data security, including upgrades? 
 

Research Computing IT Support (rescomputing@duke.edu) 
 
Question 15.9 (below) must be answered if your data include direct and/or indirect 
identifiers. Refer back to Section 13, if necessary. 
 
7.9 How will access to the identifying information be controlled? For example, identify any 

individuals responsible for authorizing access to identifying information. 
 
Only Christopher Behrer and OIT staff will have access to the virtual machine on the  
PN for research where the identifying information will be stored. Access will require 
two factor authentication.  

 
Appendices: Study Documents and Consent Processes 
 
In this section, please include all study documents and consent processes that are a part of this research 
protocol: 
• Study documents include recruitment and screening, research materials (instruments, measures, 

stimuli, and survey, interview and focus group questions), data use and materials transfers 
agreements, documentation of local review/approval, etc. 

• Consent processes include informed consent forms and scripts, parental permission and child assent, 
and releases for recordings and images, etc. 

 
  

https://security.duke.edu/policies-procedures-and-standards/device-security/minimum-security-standards-laptops-desktops/
mailto:rescomputing@duke.edu
mailto:rescomputing@duke.edu
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Appendix A: Application for Data 
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Appendix B: DUA 
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Appendix C: Correspondence 
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	Date
	 IRB Designee or  IRB Member
	If NO, click the  to close this section and hide questions specific to collaborating with researchers at other institutions.
	If NO, click the  to close this section and hide questions specific to data that meet Duke’s sensitive data classification.


